Eagle Research Associates, Inc.
Executive Summary

THE PROBLEM
The general public is being bombarded daily with investment scams via the Internet.  The scam artists recognize many people are naïve when it comes to investments, and they also know that people are looking for ways to increase the rate of return on their investments.  Since they provide the allure of easy money, it is easy to fall prey to their investment scam.  The main reason people fall for any of those scams is the lack of education in investments, and the ability to understand what is real and not real.
Since 9/11, law enforcement officials have not had the manpower, resources, time, money or experience to keep up with the explosion of Internet fraud.  Their focus is on terrorism, money laundering, and the funding of terrorist organizations.  

THE SOLUTION

Eagle Research Associates, Inc., hereinafter called Eagle, is an approved Nonprofit Public Benefit Charitable California Corporation dedicated to educating the general public through seminars, speaking engagements, radio and television interviews, articles,  and the information provided on our website regarding Internet investment fraud.  We teach people how to: 
· recognize fraud; 
· do basic due diligence; 
· file a complaint if a victim of fraud, as well as how to reduce the chances of identity theft.  
We also advise them on what law enforcement and regulatory agencies to contact to get action.  Eagle will provide the following  resources:  
· overviews of suspicious companies;
· What constitutes Red Flags; 
· a link to federal and international agencies to contact to report suspicious companies or E-mails/file a complaint;

· link to all 50 state securities regulatory agencies addresses, phone numbers, contact person, E-mail address and website link;

· links to all Canadian Provinces Securities Commissioners;

· links to International Regulatory Agencies;

· an avenue for individuals to request research be done on companies that appear suspicious or questionable.  

In addition, Eagle will research and investigate Internet and other Ponzi/Pyramid/Fraud Organizations, and provide our findings to Law Enforcement Agencies here in the United States and worldwide.  Allowing them to determine what laws have been broken, and bring criminal charges against the promoters and principals of these fraudulent companies/organizations.  
BACKGROUND
The advent of the Internet has provided the ability to have the world at your fingertips.  While the Internet can be used for good, it is also used for bad.  The criminal element has found it a very lucrative way to defraud people out of their hard earned money through various investment programs, pyramid product schemes, and mortgage schemes.  The major targets of these crimes are the Elderly, Religious Communities, those wanting to work from home, those seeking higher returns on their investments, and the new target group young people.  In short, everyone is essentially their target.  The Elderly are an easy target because: they are the easiest to confuse; they are seeking ways to increase their investment income due to higher medical costs; they receive lower returns on their standard investments; and they need to have a comfortable retirement income by being financially independent.  The Religious Communities are targets because they are trusting and want to help others by using the additional income generated to give to charities, church building programs, and humanitarian aid.  People who are seeking a chance to make money working from home, and wanting a higher return on their savings are also easy targets.  The general public also fall victim to scammers because everyone is seeking ways to increase the return on their investments, or wanting to obtain a windfall return so it will grow for their retirement.  The young because internet and social networking sites are quickly becoming the fraudster’s favorite way to lure victims, and because young people spend more time using the net they are increasingly victimized primarily through credit card, phishing, and advance fee scams.   Besides falling victim to fraud, they also expose themselves to Identity Theft.  While these scams take many different forms, the end result is always the same:  They get rich, the victims lose their money.

Because the Internet allows a person to be anyone they want to be, the criminal is able to run multiple fraud programs at the same time by using different names to conceal their true identity.  Many scam artists play off of each other’s fraudulent programs, thus having the same victim involved in multiple fraudulent programs at the same time without the victim knowing they are being taken advantage of by multiple fraudsters.  By the time Law Enforcement receives enough complaints about a particular fraud, the scammer has closed down and moved on to their next fraud.  This makes it very difficult for Law Enforcement to track and bring them to justice.   By educating the general public through seminars, speaking engagements, radio and television interviews, articles, and information provided on our website we can reduce the number of people falling victim to these investment frauds.  This in turn makes it less profitable and worthwhile to the perpetrators of fraud.
With resources at a premium for almost every Law Enforcement Agency, they don’t have the manpower, or the time to investigate every fraud.  The criminals know this and take advantage of this fact allowing them to act almost with impunity.  Many investigations that Law Enforcement conducts can take up to 2 or more years before any action is taken to shut the scammer down.  Then charges have to be filed, and another year or two can go by before the criminal is brought to trial.  Another major problem is in many cases the amount of money lost is not worth Law Enforcement’s time to investigate and file criminal charges.  Too many times “caveat emptor” is the rule applied by Law Enforcement.  Law Enforcement has been stretched thin with the need to provide protection from potential terrorist threats, funding of terrorists organizations, homeland security, and more violent crimes.  All of these factors reduce the amount of time and manpower that can be devoted to Internet crimes.
Providing Law Enforcement Agencies with our research information would accomplish the following:  
· Save Law Enforcement needed manpower, time and money to initially research the alleged fraud,  

· Only require Law Enforcement to determine if the information is sufficient to implement a final investigation, 
· If additional research information is required, to identify what is needed for us to meet their need;

· Law Enforcement would only investigate those alleged crimes that are warranted, 
· Reduce the timeline from investigation to charges being filed, 
· Reduce the amount of money the criminal is able to defraud from their victims, and 
· Minimize the number of victims being conned into joining the program.  
By providing seminars and presentations to the general public we will:  make them aware of the various fraud programs they could fall prey to, provide them with information on what to do to protect themselves, and educate them on how easy it is to become a victim of Identity Theft.  By directing them to our website, we can provide them the additional information they need to protect themselves, and educate themselves on what to do if they become a victim of fraud.  Eagle believes an informed public is one that will be able to protect itself from these scam artists, and bogus charity and mortgage programs that are proliferating on the Internet today.
Eagle consists of: trained computer specialists that can pierce the veil most criminals use to defraud their victims; former law enforcement officers who were scam investigators; licensed private investigators, and concerned citizens who want to stop these criminals from profiteering from the general public, especially Senior Citizens and Religious Communities.
